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USING SPECTRUM TO ADVANCE PUBLIC
SAFETY, PROMOTE BROADBAND, CREATE
JOBS, AND REDUCE THE DEFICIT

TUESDAY, APRIL 12, 2011

HOUSE OF REPRESENTATIVES,
SUBCOMMITTEE ON COMMUNICATIONS AND TECHNOLOGY,
COMMITTEE ON ENERGY AND COMMERCE,
Washington, DC.

The subcommittee met, pursuant to notice, at 1:30 p.m., in room
2123, Rayburn House Office Building, Hon. Greg Walden (chair-
man of the subcommittee) presiding.

Present: Representatives Walden, Terry, Shimkus, Blackburn,
Bilbray, Bass, Gingrey, Scalise, Latta, Guthrie, Kinzinger, Upton
(ex officio), Markey, Matsui, Barrow, Dingell (ex officio), and Wax-
man (ex officio).

Staff Present: Ray Baum, Senior Policy Advisor/Director of Coali-
tions; Michael Beckerman, Deputy Staff Director; Andy Duberstein,
Special Assistant to Chairman Upton; Neil Fried, Chief Counsel,
C&T; Debbee Keller, Press Secretary; Carly McWilliams, Legisla-
tive Clerk; Jeff Mortier, Professional Staff Member; David Redl,
Counsel, Telecom; Roger Sherman, Minority Chief Counsel; Shawn
Chang, Minority Counsel; Jeff Cohen, Minority Counsel; Sarah
Fisher, Minority Policy Analyst; and Pat Delgado, Chief of Staff for
Mr. Waxman.

OPENING STATEMENT OF HON. GREG WALDEN, A REPRESENT-
ATIVE IN CONGRESS FROM THE STATE OF OREGON

Mr. WALDEN. We are going to call to order the Subcommittee on
Communications and Technology and open our hearing on “Spec-
trum to Advance Public Safety, Promote Broadband, Create Jobs,
and Reduce the Deficit.”

We are here this afternoon for a broad overview on how spectrum
can help expand broadband availability, advance public safety, help
broadcasters further innovate, create jobs, and reduce the deficit.
Spectrum is a critical input for broadcast television, wireless voice
and broadband services, and public-safety communications. As a
former radio broadcaster and licensed ham radio operator, spec-
trum is a medium with which I am somewhat familiar. These crit-
ical uses of spectrum have shaped the way Americans live, work,
and stay connected to their families and the world.

None of the services we enjoy today would be possible without
the hard work of the FCC and the NTIA, who manage the commer-
cial and governmental spectrum assets of the American people. The
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FCC’s commercial-licensing process has evolved over time from lot-
teries—literally ping-pong balls in a machine like a Mega Millions
drawing—to the so-called “beauty contests” of competitive hearings.
The FCC has used a number of tools over the years to determine
who would receive licenses and for what purposes.

But, in 1993, Congress found a way that not only put spectrum
to better use but raises money for taxpayers in the process.
Spurred in part by Nobel Prize-winning work of Dr. Ronald Coase
and “A Beautiful Mind”s Dr. John Nash, the Congress to the bold
step of reducing the government’s role and letting the market de-
cide through government auctions how spectrum should be allo-
cated for commercial wireless services.

Since the FCC began auctions of spectrum for commercial mobile
radio services, they have been a resounding success, producing a vi-
brantly competitive and innovative wireless industry and gener-
ating more than $50 billion for the Treasury.

In the last major spectrum auction, which covered the spectrum
vacated as part of the DTV transition, Congress allocated 24 mega-
hertz of spectrum for public safety, provided $1 billion for public-
safety equipment, and raised nearly $20 billion through auction of
spectrum for commercial wireless services. That auction is largely
responsible for the 4G wireless broadband services coming on line
today.

Today, we will begin discussing how we will get the next wave
of spectrum deployed. There is growing consensus we need between
an additional 100 megahertz and 300 megahertz in the short term,
say, 5 to 10 years, to meet the exploding consumer and economic
demand for wireless broadband. Given the staggering growth in
smartphone sales, App Store sales, and demand for streaming
video content, it is no surprise that the FCC’s National Broadband
Plan and the President of the United States are calling for an addi-
tional 500 megahertz of spectrum to be allocated for wireless
broadband use in the next 5 years.

There are a variety of options that could be used in combination
to start addressing this need. There are bands of spectrum that are
already close to ripe for auction. For example, spectrum in the Ad-
vanced Wireless Services band is currently clear. If paired with
other spectrums, such as some currently held by government users,
that spectrum could be auctioned in the near future.

This raises a related issue. The Federal Government is a major
tenant on Federal spectrum. There may be opportunities to make
government use more efficient, clear some spectrum for commercial
purposes, and use some of the auction proceeds to pay for the cost
of relocating the government and improving agency communica-
tions facilities. The Commercial Spectrum Enhancement Act is de-
signed to do some of that, but that act could potentially, itself, use
some enhancing to make the government clearing process smooth-
er.
There is also the 700 megahertz D block, 10 megahertz of spec-
trum that was designated for commercial use in the DTV transi-
tion. This spectrum is separate from the 24 megahertz already
cleared for public safety in the DTV legislation based on rec-
ommendations of the 9/11 Commission.
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Some advocate allocating the D block to public safety, as well.
Others say it should be auctioned to meet our growing commercial
wireless needs and that funding, not spectrum, is the key to cre-
ating the nationwide interoperable public-safety broadband net-
work that we all seek. Indeed, the auction approach was the cen-
tral plank of the FCC’s National Broadband Plan. That approach
enjoyed bipartisan support last Congress in this committee, and I
look forward to examining this issue again.

While we are on the topic of D block, I want to thank Senator
Gorton and Deputy Chief Dowd for being here today. I think I can
speak for all of us when I say we thank you for your commitment
to public safety and look forward to a vibrant discussion of the
communications needs of America’s first responders.

Another potential tool is incentive auctions, in which current
FCC licensees can volunteer to relinquish some or all of their spec-
trum in exchange for a portion of auction proceeds. This can
present a win-win-win situation for participating licensees, auction
bidders, and the U.S. Treasury.

While broadcast television spectrum holds great potential as a
candidate for voluntary incentive auctions, it is by no means the
only option. There are many other spectrum licensees who may be
willing to participate in incentive auctions. So I look forward to a
robust discussion of how incentive auctions could be applied to li-
censees of all sorts as an economic tool to maximize the value of
spectrum to existing licensees, potential bidders, and the Treasury.

While there have been a lot of discussions about innovation in
the wireless communications space, innovation is not limited to
that industry alone. America’s broadcasters continue to work to
bring innovative services to over-the-air television viewers. But the
broadcasting rules in Title III of the Communications Act are a
relic to an era that could not have imagined the technological
changes that we have seen in the communications sector.

Could incentive auction legislation help provide capital for broad-
casters to explore new-generation services such as mobile DTV and
broadband-like broadcast services? Could that legislation help strip
regulatory obstacles that are hindering broadcasters’ continuing ef-
forts to innovate and bring novel services to the U.S. TV airwaves?
Innovation should be encouraged to flourish in every part of the
spectrum marketplace.

So I thank all of our witnesses for their participation today, and
I look forward to their testimony.

[The prepared statement of Mr. Walden follows:]

PREPARED STATEMENT OF HON. GREG WALDEN

We're here today for a broad overview on how spectrum can help expand
broadband availability, advance public safety, help broadcasters further innovate,
create jobs, and reduce the deficit. Spectrum is a critical input for broadcast tele-
vision, wireless voice and broadband services, and public safety communications. As
a former radio broadcaster and licensed HAM radio operator, spectrum is a medium
with which I am somewhat familiar. These critical uses of spectrum have shaped
the way Americans live, work, and stay connected to their families and the world.

None of the services we enjoy today would be possible without the hard work of
the FCC and the NTIA to manage the commercial and government spectrum assets
of the American people. The FCC’s commercial licensing process has evolved over
time. From lotteries—literally ping pong balls in a machine like a Mega Millions
drawing—to the so-called “beauty contests” of comparative hearings, the FCC has
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used a number of tools over the years to determine who would receive licenses and
for what purposes. But in 1993, Congress found a way that not only puts spectrum
to better use but raises money for taxpayers in the process. Spurred in part by
Nobel prize-winning work of Dr. Ronald Coase and “A Beautiful Mind’s” Dr. John
Nash, the Congress took the bold step of reducing the government’s role and letting
the market decide through government auctions how spectrum should be allocated
for commercial wireless services.

Since the FCC began auctions of spectrum for commercial mobile radio services
they have been a resounding success, producing a vibrantly competitive and innova-
tive wireless industry and generating more than $50 billion dollars for the Treasury.
In the last major spectrum auction—which covered the spectrum vacated as part of
the DTV transition—Congress allocated 24 MHz of spectrum for public safety, pro-
vided $1 billion for public safety equipment, and raised nearly $20 billion dollars
through auction of spectrum for commercial wireless services. That auction is large-
ly responsible for the 4G wireless broadband services coming online today.

Today we begin discussing how we will get the next wave of spectrum deployed.
There is growing consensus we need between an additional 100 MHz and 300 MHz
in the short term- say 5 to 10 years-to meet the exploding consumer and economic
demand for wireless broadband. Given the staggering growth in smartphone sales,
app store sales, and demand for streaming video content, it is no surprise that the
FCC’s National Broadband Plan and the President of the United States are calling
for an additional 500 MHz of spectrum to be allocated for wireless broadband use
in the next five years. There are a variety of options that could be used in combina-
tion to start addressing this need.

There are bands of spectrum that are already close to ripe for auction. For exam-
ple, spectrum in the Advanced Wireless Services band is currently clear. If paired
with other spectrum, such as some currently held by government users, that spec-
trum could be auctioned in the near future.

This raises a related issue. The federal government is a major tenant on federal
spectrum. There may be opportunities to make government use more efficient, clear
some spectrum for commercial purposes, and use some of the auction proceeds to
pay the cost of relocating the government and improving agency communications fa-
cilities. The Commercial Spectrum Enhancement Act is designed to do some of that,
but the Act could potentially itself use some enhancing to make the government
clearing process smoother.

There is also the 700 MHz D block: 10 MHz of spectrum that was designated for
commercial use in the DTV transition. This spectrum is separate from the 24 MHz
already cleared for public safety in the DTV legislation, based on recommendations
of the 9/11 Commission. Some advocate allocating the D Block to public safety, as
well. Others say it should be auctioned to meet our growing commercial wireless
needs, and that funding-not spectrum-is the key to creating the nationwide, inter-
operable public safety broadband network we all seek. Indeed, the auction approach
was a central plank of the FCC’s national broadband plan. That approach enjoyed
bipartisan support last Congress in this Committee. I look forward to examining
this issue again.

While we are on the topic of the D block, I want to thank Senator Gorton and
Deputy Chief Dowd for being here today. I think I can speak for all of us when I
say we thank you for your commitment to public safety and look forward to a vi-
brant discussion of the communications needs of America’s first responders.

Another potential tool is “incentive auctions,” in which current FCC licensees can
volunteer to relinquish some or all of their spectrum in exchange for a portion of
auction proceeds. This can present a win-win-win situation for participating licens-
ees, auction bidders, and the U.S. Treasury. While broadcast television spectrum
holds great potential as a candidate for voluntary incentive auctions, it is by no
means the only option. There are many other spectrum licensees who may be willing
to participate in incentive auctions. I look forward to a robust discussion of how in-
centive auctions could be applied to licensees of all sorts as an economic tool to
maximize the value of spectrum to existing licensees, potential bidders, and the
Treasury.

While there has been a lot of discussion about innovation in the wireless commu-
nications space, innovation isn’t limited to that industry. America’s broadcasters
continue to work to bring innovative services to over the air television viewers. But
the broadcasting rules in Title III of the Communications Act are a relic of an era
that could not have imagined the technological changes that we have seen in the
communications sector. Could incentive auction legislation help provide additional
capital for broadcasters to explore next generation services, such as mobile DTV and
broadband-like broadcast services? Could that legislation help strip regulatory ob-
stacles that are hindering broadcasters’ continuing efforts to innovate and bring
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novel services to the U.S. TV airwaves? Innovation should be encouraged to flourish
in every part of the spectrum marketplace.

I thank the witnesses for their participation today, and look forward to their testi-
mony.

# # #

Mr. WALDEN.
With that, I would now recognize the ranking member of the full
committee, Mr. Waxman, for an opening statement.

OPENING STATEMENT OF HON. HENRY A. WAXMAN, A REP-
RESENTATIVE IN CONGRESS FROM THE STATE OF CALI-
FORNIA

Mr. WaAXMAN. Thank you very much, Mr. Chairman.

From the start of this Congress, we have had a contentious, par-
tisan divide over efforts to overturn the FCC’s open Internet order.
This kind of partisanship is unusual for this subcommittee, so I
look forward to returning to bipartisan efforts to address the nu-
merous communications and technology issues that require our ur-
gent attention.

Spectrum policy is a good place to start. Smart spectrum policy
can help improve public safety, promote broadband, create jobs,
and reduce the deficit. These aren’t easy goals to achieve because
the spectrum policy issues are complicated, but if we work to-
gether, I believe we can succeed.

One essential task is to provide public safety with a nationwide
interoperable broadband network. There are different views on the
best way forward. Some want the FCC to auction the D block to
a wireless provider and encourage collaboration between the win-
ning bidder and public safety. The FCC’s broadband plan rec-
ommended this approach, and in the last Congress, bipartisan staff
circulated a discussion draft that proposed to implement a number
of the FCC’s recommendations.

Others want Congress to reallocate the D block to public safety.
This approach is favored by public-safety leaders and President
Obama and has bipartisan support in the House and the Senate.
Both approaches have promise.

With the 10th anniversary of 9/11 fast approaching, we need to
settle on a path forward and work cooperatively together to ensure
that public safety has what it needs to deploy an interoperable
broadband network nationally. And I will work with my colleagues
in the House and in the Senate to find the best solution.

Second, we need to determine the best way to implement incen-
tive auctions. I believe incentive auctions are an innovative pro-
posal for using underutilized spectrum to advance public safety,
promote broadband, and create jobs.

As noted by 112 economists who wrote to the President in sup-
port of incentive auctions last week, quote, “Incentive auctions can
facilitate the repurposing of spectrum from inefficient uses to more
valuable uses while minimizing transaction costs incurred. Giving
the FCC the authority to implement incentive auctions, with flexi-
bility to design appropriate rules, would increase social welfare,”
end quote.
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I recognize some are concerned about whether we can ensure
that voluntary actually means voluntary. I am confident we can
find a way to avoid unfairly disadvantaging broadcasters in this
process, and I appreciate the broadcasters’ willingness to work with
us to figure this out.

And, finally, we need to examine Federal uses of spectrum re-
sources. The administration deserves credit for directing NTIA and
FCC to identify and make available 500 megahertz of spectrum
over the next 10 years.

I am glad we are having this important hearing so we can begin
our work on these important issues. I look forward to what our wit-
nesses will have to say.

And I want to yield the balance of my time to Mr. Barrow.

Mr. BARROW. I thank the gentleman for yielding.

Today, we begin the important conversation of how best to use
spectrum to serve our national interests. Wireless technologies re-
lying on spectrum have become essential to economic growth. And
because of the growth in demand for spectrum, we face a spectrum
crunch in the next decade. We have to find ways to free up spec-
trum to meet that demand.

I look forward to discussing incentive auctions with today’s panel
and how these auctions can be used to free up spectrum and reduce
our national debt.

I have introduced a bill, H.R. 911, that authorizes a comprehen-
sive spectrum inventory on how spectrum is being used and gives
financial incentives for licensees who relinquish spectrum they are
not making good use of.

I understand the FCC is making progress on a spectrum inven-
tory, and I commend them for their efforts.

I look forward to working with my colleagues on this committee
to address our spectrum goals.

And I thank the ranking member for yielding me time.

With that, I yield back to Mr. Waxman the balance of my time.

Mr. WAXMAN. I yield back my time.

Mr. WALDEN. The gentleman yields back his time.

Now I would recognize the chairman of the full committee, the
gentleman from Michigan, Mr. Upton.

OPENING STATEMENT OF HON. FRED UPTON, A REPRESENTA-
TIVE IN CONGRESS FROM THE STATE OF MICHIGAN

Mr. UprON. Thank you, Mr. Chairman.

As the title of this hearing indicates, spectrum policy can help
meet several of our committee’s goals: promoting broadband, ad-
vancing the communications needs of our public-safety officials,
creating jobs, and also reducing the Federal deficit. Today, we
begin that discussion to maximize our spectrum resources.

One thing that we will consider is the spectrum allocated in the
Federal Government and whether those spectrum bands can be
better allocated at both the government and commercial sectors.
There is already legislation designed to help relocate government
users and provide them with better communications resources to be
paid for with auction proceeds from spectrum that they clear. And
there may also be ways to make that legislation work better.
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There is the 700 megahertz D block, 10 megahertz of spectrum
that Congress specifically allocated for commercial use in the DTV
legislation. That legislation also gave the public safety a completely
separate 24 megahertz block of spectrum to create an interoperable
broadband network. And an amendment that I offered added a bil-
lion dollars for the purchase of interoperable equipment. For a
mﬁmber of reasons, the D block remains unauctioned and unused
today.

The question now is how best to create the interoperable
broadband communications network recommended by the 9/11
Commission. Today, we will discuss auctioning the D block as re-
quired by current law and as this committee and the FCC favored
last Congress, on a bipartisan basis, as compared to recent pro-
posals for reallocating the spectrum to public safety. I look forward
to that discussion.

We are also going to discuss incentive auctions as a way to
present a win-win-win for existing licensees, potential licensees,
and the U.S. Treasury. Such auctions would allow the FCC to
share the proceeds from the auction of spectrum that current li-
censees voluntarily return.

The work we begin today on spectrum issues can help us extend
the reach of broadband, meet the needs of public safety, create jobs,
reduce the deficit, and allow the economics of the spectrum market
to permit innovation to flourish across all spectrum-based services.

I thank our witnesses, the members of this committee, and, par-
ticularly, my good old friend, Slade Gorton. I know we had lots of
battles in years past in his days in the Senate.

I yield to the vice chair of the subcommittee, Lee Terry.

[The prepared statement of Mr. Upton follows:]

PREPARED STATEMENT OF HON. FRED UPTON

As the title of this hearing indicates, spectrum policy can help meet several of our
committee’s goals: promoting broadband, advancing the communications needs of
public safety officials, creating jobs, and reducing the federal deficit. Today we begin
a discussion of ways to maximize our spectrum resources.

One thing we will consider is the spectrum allocated to the federal government
and whether those spectrum bands can be better allocated to both the government
and commercial sectors. There is already legislation designed to help relocate gov-
ernment users and provide them with better communications resources, to be paid
for with auction proceeds from spectrum they clear. And, there may be ways to
make that legislation work even better.

There is the 700 MHz D block—ten megahertz of spectrum that Congress specifi-
cally allocated for commercial use in the DTV legislation. That legislation also gave
public safety a completely separate 24 MHz block of spectrum to create an inter-
operable broadband network, and an amendment I offered added $1 billion for the
purchase of interoperable equipment. For a number of reasons, the D-block remains
unauctioned—and unused—today.

The question now is how best to create the interoperable broadband communica-
tions network recommended by the 9/11 Commission. Today, we will discuss auc-
tioning the D-block, as required by current law and as this committee and the FCC
favored last Congress on a bipartisan basis, as compared to recent proposals for re-
allocating the spectrum to public safety. I look forward to that continued discussion.

Today we will also discuss “incentive auctions” as a way to present a win-win-
win for existing licensees, potential licensees, and the U.S. Treasury. Such auctions
would allow the FCC to share the proceeds from the auction of spectrum that cur-
rent licensees voluntarily return.

The work we begin today on spectrum issues can help us extend the reach of
broadband, meet the needs of public safety, create jobs, reduce the deficit, and allow
the economics of the spectrum market to permit innovation to flourish across all
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spectrum-based services. I thank the witnesses for being here today and look for-
ward to their testimony.

# # #

Mr. TERRY. Thank you, Full Committee Chair and Mr. Walden.

I welcome our witnesses and thank you for testifying and your
answers later. It will help us develop a well-balanced spectrum pol-
icy.

Any spectrum policy that this committee establishes will play a
critical role in bringing interoperable broadband communications to
public safety, advancing our exponentially growing appetite for
wireless broadband, and, most importantly, reducing our deficit.

I look forward to hearing our witnesses flesh out what the true
definition of “voluntary” means. I also look forward to learning
more about repacking and some of the concerns associated with re-
location.

I also welcome testimony from our witnesses today on the details
pertaining to an interoperable public-safety network. Is more spec-
trum really needed or are efficiencies needed? Should proceeds
from an auction be used to help construct a nationwide network or
does public safety currently have what it needs to go interoperable?

Those are many questions. I look forward to receiving answers.

I thank the distinguished chairman and yield back my time.

Mr. WALDEN. The gentleman yields back his time.

I now recognize the gentleman from Massachusetts, Mr. Markey,
for 5 minutes.

Mr. MARKEY. I thank the chairman.

I ask unanimous consent to enter into the record a letter from
112 economists in support of the incentives auction authority for
the FCC.

Mr. WALDEN. Without objection.

[The information appears at the conclusion of the hearing.]

OPENING STATEMENT OF HON. EDWARD J. MARKEY, A REP-
RESENTATIVE IN CONGRESS FROM THE COMMONWEALTH
OF MASSACHUSETTS

Mr. MARKEY. I thank you.

We have moved very quickly from the day when the chairman of
AT&T, in 1981, thought 1 million people would have cell phones by
the year 2000 to the day where we have spectrum being at the core
of the debate that we have in our country for economic growth and
for public safety.

In 1993, I was the chair of the subcommittee. We were able to
move over 200 megahertz of spectrum, which created the third,
fourth, fifth, and sixth cell phone licenses. The first two were ana-
log and charged 50 cents a minute. If you had a brick that you
were carrying around, something the size of a brick, you were
using it. But, by 1996, we all had a cell phone in our pocket be-
cause the four new companies all went digital, dropped their prices
to under 10 cents a minute, and that is the year you all put cell
phones in your pocket for the first time.

d we are very proud of that on this committee, and it just
changed everything. Although, let me be honest with you: The two
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incumbents, whose names are well-known, weren’t happy with that
decision.

We have the same kind of choices that we have to make today.
And I think the Obama administration’s national wireless initiative
to make available high-speed wireless services to at least 98 per-
cent of Americans is a tremendously important undertaking. It will
spur innovation, create nationwide interoperable wireless services
for public safety, while reducing the national deficit by approxi-
mately $10 billion.

Spectrum is the oxygen of the wireless ecosystem, so we have to
find more spectrum. We have to manage that which we have bet-
ter, but we also have to find more because of all of the tremendous
opportunities which it presents.

And we have to free up TV white space spectrum to enable new
technologies like Super Wi-Fi and make new innovative Super Wi-
Fi devices available soon. But the broadcasters should do that on
a voluntary basis. We have to have a formula here which ensures
that that happens.

But at the end of the day, public safety has to be at the core of
this. There were two planes that were hijacked in Boston with 150
people from my district and the surrounding districts that flew into
the World Trade Center. There was a communications failure on
that day. We have to make sure that our public-safety first re-
sponders never face another day like they did on 9/11. We have to
make sure they have the spectrum they need in order to respond.

I served on the Homeland Security Committee for 6 years work-
ing on this issue because I saw what happened and I saw what the
casualties were in my own life and in the lives of tens of thou-
sands, millions of others. So we have to be able to accomplish this,
to take care of public safety while ensuring that we see the eco-
nomic growth that we want.

And for the remaining 2 minutes, I yield to the gentlelady from
California, Ms. Matsui.

Ms. MaTsul. Thank you, Mr. Markey, for yielding to me.

I would also like to thank the witnesses for joining us today.

There are approximately 270 million wireless subscribers in the
United States, and that number is growing. President Obama re-
cently identified the need for increased spectrum in the market.
The FCC has said our Nation will soon face a spectrum crisis.
There are some estimates that, by 2014, the demand for spectrum
will exceed supply.

It is our job to remain focused on getting the spectrum out there,
and we should move as quickly as possible. The FCC should have
the flexibility to structure and conduct incentive auctions that will
truly maximize the economic and social value of the spectrum.

On the issue of public safety, we must provide public safety with
interoperable capabilities they need and deserve to protect our Na-
tion during challenging times. As we approach the 10th anniver-
sary of the tragic events of September 11th, it is not acceptable
that our Nation does not have a public-safety communications sys-
tem with a nationwide level of interoperability in place.

While we will debate the merits of how to fund and construct a
nationwide public-safety system, we can all agree that we must
find a path that provides the funding required to build an inter-



10

operable system that fulfills the needs and security of our public-
safety goals. We must also do so in a fiscally responsible manner.
It will not be easy, but we must get there.

I also believe that spectrum should be preserved for the advance-
ment of technologies, including smart grid and health IT capabili-
ties.

I thank you very much for being here.

And I yield back the balance of my time to Mr. Markey, who may
want to use 12 seconds.

Mr. MARKEY. And that would just be to say that we welcome you,
Senator Gorton.

As you all know, he wound up on the west coast, but Gorton’s
of Gloucester is where it originated. So we still have, I think, a lot
of things in common that we can work on. And thank you for your
service to our country.

Mr. WALDEN. And, with that, I welcome Senator Gorton and your
testimony. Thank you for coming today. We appreciate your service
on the 9/11 Commission and in the United States Senate, and we
look forward to your counsel. Please go ahead.

STATEMENTS OF THE HON. SLADE GORTON, FORMER U.S.
SENATOR, MEMBER OF THE 9/11 COMMISSION; DEPUTY
CHIEF CHARLES DOWD, COMMANDING OFFICER, COMMU-
NICATIONS DIVISION, NEW YORK POLICE DEPARTMENT;
COLEMAN D. BAZELON, PRINCIPAL, THE BRATTLE GROUP;
MARY N. DILLON, PRESIDENT AND CHIEF EXECUTIVE OFFI-
CER, U.S. CELLULAR; ROBERT GOOD, CHIEF ENGINEER,
WGAL-TV; JULIAS P. KNAPP, CHIEF, OFFICE OF ENGINEER-
ING AND TECHNOLOGY, FEDERAL COMMUNICATIONS COM-
MISSION; PETER PITSCH, EXECUTIVE DIRECTOR OF COMMU-
NICATIONS POLICY AND ASSOCIATE GENERAL COUNSEL,
INTEL CORPORATION

STATEMENT OF SLADE GORTON

Mr. GORTON. Mr. Chairman, one minor annoyance of being on
your side of the dais for some 18 years was to listen to people read
testimony that I had already read and that added very little to the
debate. So I will spare you that and hope that you have or will
read my written testimony and simply make a handful of points.

And the first of those points is that the nature of this debate has
changed profoundly, I believe, just in the course of the last few
months. You all are more aware than I am—and I am plenty
aware—of the debates that have taken place in this House and the
Senate over the course of the last 3 or 4 weeks and continue, and
the blood, sweat, and tears that has gone into a continuing appro-
priation designed to save some $38 billion.

Well, Mr. Chairman, the demand that the D block be turned over
for free to public safety would automatically reduce that saving by
roughly 10 percent, just the gift of the spectrum itself. To provide
the amount of money that local governments think that they need
actually to exploit that would very likely take that whole $38 bil-
lion and would require a continuing subsidy.

Mr. Chairman, I submit to you, even from this side of the table,
that is not going to happen. You are not in this Congress, or I
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think for several Congresses to come, going to start a major new
Federal program of subsidization for this particular purpose. I just
don’t believe that that is in the cards. That is the first point I want
to make.

The second is that the auction of the D block itself will not only
bring money into the Treasury, which you can use for one or two
things—as I looked through the testimony here, some talk about
reducing the deficit, some talk about using that money to help sub-
sidize the public-safety mission. Obviously, it can’t be used for
both. But the overall economic impacts of that auction will be far
greater in the investment that the private sector will make in
using the D block spectrum itself. That will be a major investment
in better communications in the country. It will meet at least some
of the demand, which is huge.

Congressman Markey, I think, talked about that, thousand cell
phones. Even 2 or 3 years ago, we could not have imagined the de-
mand for private spectrum that exists in the country today. It will
provide better communications for the people of the United States.
It will provide jobs. It will provide tax receipts, of course. And the
money almost certainly will be better used than it would be if it
went through various government agencies for technologies that
are often outmoded by the time the governmental process gets
them contracted for.

But that does bring us to the other very real need, and that is
the need for public-safety agencies and entities. Several of you have
mentioned the fact that the 9/11 Commission, on which I served,
as one of its recommendations recommended additional spectrum
for public-safety entities. That is true.

And a year after the 9/11 Commission was formally dissolved, we
got back together again and had the gall, I guess, to give the Con-
gress a report card on how well it had done. I may say that Con-
gress probably adopted more of our commission’s recommendations
than any other such commission in my lifetime. Nevertheless, at
that point, after the first round in 2004, Congress got an F on that
score, on new spectrum. But on the second round of 9/11 legisla-
tion, that grade went up to a C. Now, that may not be a great
grade by any stretch of the imagination, but we were hard graders,
and there weren’t many elements that got C grades from us at all.

So the recommendation that the 9/11 Commission made for addi-
tional spectrum has essentially been carried out by Congress. That
doesn’t settle the question completely by any stretch of the imagi-
nation, but it allows me to be here testifying, as I am, for a much
more dynamic solution. And that solution is to go forward with
those auctions and allow it primarily, but not exclusively, to the
Federal Communications Commission to see to it that that auction
and those private sales benefit our public-safety agencies as well.

And on that score, without going into the technicalities, I am
convinced that they not only can do it but that it will provide addi-
tional spectrum and additional equipment for public-safety entities
across the country much more rapidly than will the dead-end street
of a huge new Federal program, which, very bluntly, Congress is
not going to fund in any event.

[The prepared statement of Mr. Gorton follows:]
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TESTIMONY OF HON. SLADE GORTON

Good afternoon Chairman Walden, Ranking Member Eshoo and members of the
Subcommittee. Thank you very much for this opportunity to appear today to discuss critical
issues in spectrum policy. My name is Slade Gorton and I spent 18 years representing
Washington State in the United States Senate. During that time, I served, among other positions,
on the Commerce Science and Transportation Committee and as the chairman of its Aviation
Subcommittee. 1 also served on the National Commission on Terrorist Attacks Upon the United
States, or the “9/11 Commission.” The Commission was chartered to prepare a full and
complete account of the circumstances surrounding the September 11, 2001 terrorist attacks,
including preparedness for and the immediate response to the attacks and was mandated to
provide recommendations designed to guard against future attacks. 1am testifying today on
behalf of the Connect Public Safety Now Coalition,

Federal law requires ten megahertz of valuable spectrum, called the 700 MHz D Block, to
be sold to the private sector by auction to provide advanced wireless broadband services for
consumers. Our Nation’s increasing use of wireless technologies is well documented. As more
applications for bandwidth-intensive personal and business use of wireless devices are
developed, commercial wireless providers will struggle to keep up with demand. For these
reasons, experts estimate that auction of the 700 MHz D Block spectrum is estimated to raise
some $3.2 Billion for the federal government.

The Federal Communications Commission, the expert agency on spectrum matters, after
careful study, recommended in its National Broadband Plan that, consistent with current law, the
auction of the ID Block for commercial wireless systems. Under the FCC’s plan, the 700 MHz D

Block spectrum would be used in a public-private partnership, with first responders having
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access to this commercial spectrum when required. Public safety entities could take advantage
of the commercial system, for example, by sharing tower sites when possible and otherwise
working with commercial providers. Virtually all non-Bell wireless carriers have urged the FCC
to pursue the approach endorsed by the National Broadband Plan and expeditiously auction the
D Block spectrum.

A coalition of law enforcement and emergency responder agencies proposes that the
entire D Block be reallocated for their use and that the federal government furnish, in large part,
both the capital investment necessary to implement that reallocation and its long term operation.
Substantial additional matching contributions to this funding would be expected from state and
local governments. The proposed reallocation of the D Block would be on top of the 700 MHz
spectrum that public safety already holds and on top of the spectrum that public safety holds in
other spectrum bands.

This is the issue before you.

There can be little doubt that our first responders must have the spectrum resources they
need. On September 11, paramedics, police and firefighters rushed into the World Trade
Center's twin towers without the technology they needed to communicate with each other and
navigate the horrific conditions they confronted. Our nation's inability to provide first
responders with the tools necessary to communicate during that crisis was inexcusable, and it
was part of the impetus for the formation of the 9/11 Commission.

Giving public safety the D Block, however, will provide no additional service unless it is
accompanied by what first responders really need ~ funding -- to build and operate a new public
safety network. When the public safety community first voiced its desires for the D Block, it

was at least conceivable that the federal government might not only reallocate the spectrum as
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requested, but that it would defray a substantial portion of the capital cost of its
development, and perhaps of its continuing operation.

[ put it to you that at the present time, and for probably for at least the next decade, there is
not the slightest chance of such a large new federal program being funded, and that state and
local governments, almost all of which are equally constrained, will be unable to make such
investments on their own or even provide matching funds for a non-existent federal grant
program. The FCC estimates that it would take between $34 billion and $47 billion to build and
operate a ten megahertz nationwide public safety network over the next ten years. Asa
consequence, such a reallocation is likely to leave the spectrum in question largely unused for an
extended period of time.

The FCC’s plan to auction the D Block is a better approach both for public safety and for
American public generally. The funds received from an auction of the D Block could be used to
begin to pay for the build out of the spectrum that first responders have already been allocated if
Congress were to determine that to be a higher priority than reducing the deficit. In any event,
in a public-private partnership, public safety can take advantage of the extensive infrastructure
that will be buiit by a commercial system. As a recent study submitted to the FCC by the former
Chief Technical Officer of Motorola showed, the technology is available today to assure that
public safety communications can have priority access on a commercial 700 MHz network
customized to meet local publie safety command, control and coordination requirements. A
publie-private partnership will also foster the development of a more robust market for public
safety handsets, which are now more expensive and less technologically advanced than the

wireless handsets that you and [ use. A public-private partnership will also result in public safety
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having access to 700 MHz spectrum now. On the other hand, a public safety-only network
would take years to develop even if the massive desired public subsidies were available.

The American public will benefit from a sale of the D Block because it will help our
economy in at least four ways. First, the auction revenues will help reduce our soaring deficits.
Second, the use of this spectrum for commercial systems will result in a large private sector
investment in the spectrum, providing both American jobs and a higher quality of personal and
business communication. The wireless industry already provides 2.4 million American jobs and
making additional spectrum available will create even more jobs. Those jobs will appear in
many sectors of our economy — sales and service, technology development, system design,
operation and maintenance, just to name a few. Third, the public private partnership will
climinate at least some of the need for public funding to build a public safety network. Fourth,
the commercial use of the D Block will support the continued growth of entire industries — e-
commerce, for example — that rely on communications capacity in general and increasingly on
wireless communications capacity in particular. Private sector investment in the D Block, and
the attendant competition among communications companies that it will engender, will also
allow new, better and less expensive services to be provided to more people and companies,
obviously including public safety entities.

In sum, the FCC's own preferred alternative, the auction of the D Block to the private
sector, will reduce the deficit, empower huge investments in new technology and job creation,

and will meet the very real needs of our vital public safety sector.

Thank you again for the opportunity to testify. I appreciate your interest and focus on

these important and timely issues. 1 would be happy to answer any questions.
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Mr. WALDEN. Senator, thank you very much for your testimony,
both prepared and your oral. Thank you very much.

We are going to go now to Deputy Chief Charles Dowd, Com-
manding Officer, Communications Division, New York Police De-
partment.

Deputy Chief Dowd, thank you for being with us. Thanks for
your service to the people of New York and to America. And on 9/
11, we were all New Yorkers. And I welcome your testimony today.

STATEMENT OF CHARLES DOWD

Mr. Dowb. Thank you, Mr. Chairman, Congressman Markey. It
is a pleasure to be here again.

Unlike the Senator, who is far more experienced at this, I am
going to read my testimony.

Again, thank you for the opportunity to testify today. Let me
begin by expressing gratitude to Representatives Peter King and
Bennie Thompson for their bipartisan effort that has resulted in
the introduction of H.R. 607, the “Broadband for First Responders
Act of 2011,” and, as well, to Senator Jay Rockefeller introducing
Senate bill, S. 28, the “Public Safety and Wireless Innovation Act.”

Due to their efforts and the cosponsors on both bills, we are clos-
er than ever to providing our Nation’s first responders with a tool
they desperately need: a nationwide, mission-critical broadband
network dedicated to public safety. We are also grateful for the
President’s support on this vital issue. However, we are missing
one essential element to accomplishing this goal. We need the sup-
port (zlf the members of this subcommittee to get this legislation
passed.

I come to Washington today not only on behalf of the New York
City Police Department but as the representative of every public-
safety organization and agency in the country and the over 32,000
law enforcement, fire, and emergency medical chiefs whose agen-
cies and lifesaving operations will benefit enormously from this
technology. We consider it essential to the future of our mission.
The need to reallocate the D block spectrum to public safety is a
view shared by agencies large and small, urban and rural, across
the country.

Like virtually all public-safety organizations, the New York City
Police Department relies principally on two-way voice radios to
communicate. This technology is extremely limited. It cannot ex-
change electronic data or video. We have made some progress in
radio interoperability since the 9/11 attacks, but disparate spec-
trum and aging technologies prevent first responders from attain-
ing truly nationwide, seamless, interoperable communications.
Broadband on 700 band spectrum would allow us to be seamlessly
interoperable on all levels: local, State, and, very importantly to
this issue, Federal.

Police Commissioner Ray Kelly recently testified that a 16-year-
old teenager has more communications capability on a smartphone
than a police officer or firefighter with their portable radio. I hope
the members of this subcommittee consider that fact and agree
that this situation cannot continue. Inaction on D block’s realloca-
tion risks not only the public’s safety but also the lives of those
whose job it is to protect them.
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Two weeks ago, the co-chairs of the President’s 9/11 Commission,
Governor Tom Kean and Congressman Lee Hamilton, testified be-
fore Congress about first-responder needs. Their testimony in part
was, and I quote, “The inability of first responders to communicate
with each other was a critical failure on 9/11 that led to needless
loss of life. We support the immediate reallocation of the D block
spectrum to public safety. We must not approach these urgent mat-
ters at a leisurely pace. We don’t know when the next attack or dis-
aster will strike. Further delay is intolerable.”

A number of recent studies, some of which I would like to submit
for the record—there are four of them—have proven the need for
public safety to have a 20 megahertz block of spectrum for a
broadband network. New York City issued a white paper based on
throughput analysis of its current NYCWiN network that identified
the need for more than 10 megahertz. A report commissioned by
the Government of Canada for public safety indicated spectrum
need would exceed 20 megahertz in the long term. A study by the
Phoenix Center in Washington found that assigning the D block to
public safety provides at least $3.4 billion more in social benefits
as opposed to an auction. And, lastly, several papers by Mr. An-
drew Seybold, a nationally recognized expert, concluded that 10
megahertz is not enough.

[The information appears immediately following Mr. Dowd’s pre-
pared statement.]

Mr. DowD. For some time now, we in public safety have stated
we want to be as spectrally efficient as possible. We know that the
flexibility of broadband technology allows for potential use of the
network by other governmental agencies, public utilities, as well as
public-private partnerships that could bring broadband technology
to the public in underserved rural areas.

The efficiencies of such a network would dramatically reduce op-
erating costs for local and State governments, while maintaining
the public-safety mission-critical nature of the network. We have
agreed to use commercial technology that will allow us to take ad-
vantage of the economies of scale.

We are also prepared to work with the FCC to study the feasi-
bility of returning currently held public-safety spectrum if suffi-
cient broadband spectrum is allocated to us. We understand the
current fiscal realities, but the need for the network, coupled with
the cost savings, means we simply cannot afford not to build it.

Some have made the argument that reallocation is not necessary
because public-safety communications can use commercial net-
works. You should know that every major public-safety organiza-
tion in the country has explicitly rejected this option as unwork-
able. Our experience with commercial networks and especially the
failures that sometimes occur, like on 9/11 and during Hurricane
Katrina, tell us these networks are definitely not interchangeable
with dedicated public-safety networks. There are fundamental dif-
ferences in the architecture that go to the heart of public-safety
communications. Simply put, commercial networks are not de-
signed for the crisis demand that first responders will inevitably
put on them.

A dedicated public-safety network would enable the NYPD to
fully leverage the powerful technology that we use in the NYPD’s
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Real Time Crime Center. This state-of-the-art facility is a massive
database containing billions of public and classified records. We
have made these databases searchable with the latest smartware.
Twenty-four hours a day, detectives call from investigations in the
field, looking to follow up on various leads they have obtained: a
partial license plate, a seemingly untraceable cell number, a nick-
name, or even a tattoo. They conduct instant searches, sometimes
that would previously take us days.

Now we are looking to put this technology in the hands of thou-
sands of officers on patrol. An officer operating in this network
could be sent highly detailed information about a location to which
he or she is responding, even before those officers arrive. They will
be able to know who resides there, whether or not the police have
been there before and why, if any of the occupants has an out-
standing warrant, prior arrest, an order of protection, or a firearms
license. They will be able to take electronic fingerprints at the
scene and compare those records instantaneously with State and
city records.

There are other examples here, but, in the interest of time, I am
going to skip ahead and just say, right now these capabilities sim-
ply don’t exist, and they don’t exist because we need Congress to
reallocate the D block and provide the necessary funding to public
safety to build this hardened mission-critical network.

With the 10th anniversary of 9/11 rapidly approaching, we urge
the Congress in the strongest possible terms to pass the above leg-
islation and send it expeditiously to the President for his signature.
The City of New York Police Department looks forward to the day
when public-safety users can share a nationwide network that sup-
ports voice, video, and data on an integrated wireless network. For
the sake of the security of cities and towns all across the country,
we sincerely hope we see that day before a new attack or disaster.

Thank you for the opportunity. I will answer any questions that
you may have.

[The prepared statement of Mr. Dowd follows:]
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Chairman Walden, Congresswoman Eshoo, members of the Committee. Thank you for this
opportunity to testify.

Let me begin by expressing our gratitude to Representatives Peter King and Bennie Thompson
for their bipartisan effort that has resulted in the introduction of House Bill H.R.607, the “Broadband
for First Responders Act of 2011, and to Senator Jay Rockefeller for introducing Senate Bill S.28, the
“Public Safety & Wireless Innovation Act.” Due to their efforts and the co-sponsors on both Bills, we
are closer than ever to providing our nation’s first responders with a tool they desperately need: a
nationwide mission-critical broadband network dedicated to public safety. We are also very grateful
for President Obama’s support for this vital issue. However, we are missing an essential element in
accomplishing this goal -- we need the support of the members of this Subcommittee to get this
legislation passed.

I come to Washington today not only on behalf of the NYPD, but as the representative of every
public safety organization and agency in the Country, and the over 32,000 law enforcement, fire, and
emergency medical chiefs, whose agencies and life-saving operations will benefit enormously from
this technology. We consider it essential to the future of our mission. The need to reallocate the D
block spectrum to public safety is a view shared by agencies large and small, urban and rural, across
this country.

Like virtually alt other public safety organizations, the New York City Police Department relies
principally on two-way voice radios to communicate. This technology is extremely limited. It cannot
exchange electronic data or video. We have made some progress on radio interoperability since the
9/11 attacks, but disparate spectrum and aging technologies prevent first responders from attaining
truly nationwide seamiess interoperable communications. Broadband on 700 band spectrum would
allow us to be seamliessly interoperable on all levels, jocal, state, and federal.

Police Commissioner Raymond Kelly recently testified that a 16 year old teenager has more
communications capability on a smartphone than a police officer or firefighter. I hope that Members
of this Subcommittee consider this fact and agree that this situation cannot continue. Inaction on D
Block realiocation risks not only the public’s safcty but also the lives of those whose job it is to protect
them.
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Two weeks ago, the Chairmen of the President’s 9/11 Commission, Governor Thomas Kean and
Congressman Lec Hamilton, testified before Congress about first responder needs. Their testimony
was in part, and I quote:

The inability of first responders to communicate with each other was a critical failure on 9/11
[that] led to needless loss of life . . .. We support the immediate allocation of the D-block
spectrum to public safety. We must not approach these urgent matters at a leisurely pace. We
don’t know when the next attack or disaster will strike. Further delay is intolerable.

A number of recent studies have clearly proven the need for public safety to have a 20 mhz block of
spectrum for a broadband network: the City of New York issued a white paper based on throughput
analysis of the City’s NYCWIN network that identified the need for more than 10 mhz; a report
commissioned by the Government of Canada for public safety indicated that the spectrum need would
exceed 20 mhz in the long-term; a study by Phoenix Center in Washington, D.C. found that assigning
the D block to public safety provides at least $3.4 billion more in social benefits as opposed to an
auction; and lastly, several papers by Mr. Andrew Seybold, a nationally recognized expert in the field,
concluded that 10 mhz of spectrum is simply not enough.

For some time now we in public safety have stated that we want to be as spectrally efficient as
possible. We know that the flexibility of broadband technology allows for the potential of network use
by other governmental agencies, public utilitics, as well as public/private partnerships that could bring
broadband technology to the public in underserved rural areas. The efficiencies of such a network
would dramatically reduce operating costs for local and state governments while maintaining the
public safety mission-critical nature of such a network. We have agreed to use commercial technology
that will allow us to take advantage of the economies of scale. We are also prepared to work with the
FCC to study the feasibility of returning currently~held spectrum if sufficient broadband spectrum is
allocated to us. We understand the current fiscal realities, but the need for the network coupled with
the cost savings means we simply can’t afford not to build it.

Some have made the argument that reallocation is not necessary because public safety
communications can use commercial networks. You should know that every major public safety
organization in the country has explicitly rejected this option as unworkable. Our experience with
commercial networks, and especially the failures that sometimes occur, like during 9/11 or Hurricane
Katrina, tells us these networks are definitely not interchangeable with dedicated public safety
networks. There are fundamental differences in the architecture that go to the heart of public safety
communications. Simply put, commercial networks are not designed for the crisis demands that first
responders inevitably will put on them.

A dedicated public safety network would enable the NYPD to fully leverage the powerful
technology that we usc in our Real Time Crime Center. This state-of-the art facility is a massive
database containing billions of public and classified records. We’ve made this database searchable with
the latest smartware. Twenty-four hours a day, crime center detectives take calls from investigators in
the field, looking to follow up on various leads they’ve obtained: a partial license plate, a seemingly
untraceable cell phone number, a nickname, or even a tattoo. They conduct instant, on the spot
searches, something that previously could take days.

Now, we are looking to put this technology in the hands of thousands of officers on patrol. An
officer operating on this network could be sent highly detailed information about a location to which
he or she is responding. Even before those officers arrive, they will be able to know who resides there;
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whether or not the police have been there before and why; if any of the occupants has an outstanding
warrant, prior arrests, an order of protection, or a firearms license. They will be able to take
clectronic fingerprints at the scenc and compare these instantaneously with city and state records.

To give you one examplc, as part of our response to the attempted car bombing in Times
Square last May, we deployed a robot to inspect the vehicle. As is the case with all of our robots, it
was controlled by its operator through a thin, fiber-optic cable. Our need to maneuver around fire
hoses and other obstacles on the street increased the risk that the cable would be run over and scvered.
If that had happened, we would have lost control of the robot. With a dedicated broadband network, we
could operate multiple robots simultaneously and sharc video and data with other local, state, and
federal law enforcement.

Right now, these capabilities do not exist. But they will if Congress reallocates the D block
and provides the necessary funding to build this hardened, mission critical network.

With the tenth anniversary of the 9/11 attacks rapidly approaching, we urge the Congress in the
strongest possible terms to pass the above legislation and send it expeditiously to the President for his
signature. The New York City Police Department looks forward to the day when public safety users
can share a nationwide network that supports voice, video, and data on an integrated wireless network.
For the sake of the security of cities and towns all across this country, we sincerely hope we sce that
day before a new attack or disaster.

Thank you again for this chance to testify. I would be pleased to answer any of your questions.
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1 Executive summary

This is the final report of a study conducted by Analysys Mason Limited (‘Analysys Mason®) for
the TETRA Association, to undertake a review of future mobile broadband needs for public safety
mobile communications, and how these needs might be addressed.

For the purposes of this report, the term ‘public safety’ is assumed to comprise primarily police,
fire and ambulance services, although the requirements are also considered to be applicable in a
wider Public Protection and Disaster Relief (PPDR) context.

The majority of public safety users in Europe currently use dedicated radio networks for their
mobile communications that have been designed specifically to meet their needs, typically using
digital mobilc communications technologies such as TETRA or TETRAPOL and operating in
spectrum in the 380-400 MHz band. These networks offer a range of low rate data services, but
the speed and capacity that is availablc within those networks limits more widespread use of
higher-speed data applications.

In line with societal trends for access to information on the move, public safety operations are
becoming increasingly information-driven, requiring access to a wider range of wideband and
broadband applications. These range from high-quality imaging to uploading and downloading of
large data files, and real-time video.

Given the limitations in capacity of existing dedicated networks to deliver mobile broadband
services, it is considered likely that a new generation of solution will be required across Europe in
the next five to ten years, to meet future public safety user demands. This new solution, if
delivered using new dedicated mobile broadband networks that are designed to meet public safety
requirements, will require additional spectrum to deliver the services required.

In order to define the benefits of the development of a new generation of dedicated mobile
broadband networks for public safety, and to support the identification of additional spectrum to
meet future needs, the TETRA Association has commissioned Analysys Mason to undertake this
study to gather information on future public safety user requirements, based on a review of
existing documents and reports that have been published in Europe over the past few years and are
available in the public domain.

We have reviewed each of the documents (listed in Annex B), with a view to determining:

» the future mobile data and multimedia applications that are envisaged to be in widespread use
within the public safety sector over the short and medium term

» the network requircments that are associated with these applications, i.e. the operational
requirements of mobile communications networks that will meet public safety user
requirements

***s analysys
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» the benefits to the public safety sector of the development of a next-generation of dedicated
mobile data networks (requiring additional, dedicated spectrum to deliver), compared to the
alternative options such as re-enginecring of existing or planned commercial networks in
Europe.

The authors of this report would like to thank the TETRA Association for their inputs to this study
and identification of the relevant documents and reports that have formed the basis of the study’s
recommendations,

Summary of applications and user requirements

Current and future public safety mobile data and multimedia applications identified in the various
reviewed documents cover a range of needs, ineluding:

+ mobile office

o wansfer of images

s Dbiometrie data

» automatic number plate recognition
e digital mapping and location services
» remote database access

¢ personnel monitoring

» sensor devices/networks

» remotcely controlled devices

e non-real-time video

s real-time vidco.

Summary of operational requirements essential to pyblic safety mobile communications

The reviewed documents make reference to a number of specific operational requirements that are
essential for public safety mobile communications, in order to ensure the availability, reliability
and integrity of networks. These inelude:

« high levels of network availability

» high degree of network control, including the ability to implement prioritised access for
specific user groups or individuals, and to reserve capacity where required

» ncar nationwide geographic coverage, including the ability to communicate in remote areas

s security

o low latency, specifically end-to-end voice delay of no more than 200 milliseconds

» interoperability between different public safety authorities and across borders

o highly resilient networks, including various layers of redundancy

» ability to support mixed traffic.

***Y analysys
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1.2 Summary of evolution of applications in the public safety sector

There are number of key trends apparent within the daily routines of public safety users, as well as
in improved responsiveness at major planned and unplanned events, which are affecting the public
safety sector’s future mobile data requirements:

« ways of working are changing

» data is being used to enhance voice

e command and control is moving from command centres to the field
» there is greater awareness and use of multimedia.

These trends have been used to develop four alternative evolution paths to illustrate how future use
of mobile data and multimedia applications might develop within the public safety sector, as

summarised below in Figure 1.1.

Evolution path Description

Steady growth Working methods change slowly, and voice remains the dominant method of
mission critical communication. Existing data applications continue to be used
alongside this, with a gradual increase in use.

Data enhances voice Incident response increasingly relies on situational awareness provided through a
range of data applications on the move, and access {0 a range of faster data
apptlications that can be used in a similar net-centric fashion to that of group-based
voice calls {i.e. group sharing and exchange of data).

nformation driven A common operating picture is established at incident scenes through use of
mobile command centres alongside centrat command units, and sharing of
information {including voice, text, images, data and video) between the two. This
drives requirements for reai-time uploading and downioading of information
{images, data) between field and control rooms, inciuding use of video
conferencing and other on-demand video services to aid communications and
incident response.

Full muitimedia A diverse range of mobile broadband applications, including high-quality imaging

refiance and real-time video applications take off, with widespread use across the public
safety sector. Widespread information sharing improves the establishment of
common operating pictures at incidents, facilitates real-time decisions at incidents,
and enables the introduction of new video services such as remote medical
applications, and personai characteristics recognition.

Figure 1.1: Evolution paths fo illustrate alternative views of how fuiure usage might evolve [Source:
Analysys Mason]

Our assessment of the implications arising from each of the evolution paths in terms of future
network requirements is summarised in Figure 1.2 below.
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Evolutionary Qutcome Implications
path
Steady growth  Minimal changes to existing Public safety users will require longer-term
operational practices, and limited retention of existing dedicated networks to meet
scope to achieve greater efficiencies voice, narrowband and wideband data
and responsiveness through new functionaily, however these will be insufficient to
ways of working. meet future mobile braadband needs. This will
constrain the development of new working
methods and use of a wider range of data and
multimedia applications. Limited additional
sector-wide benefits are gained through
migration to better, faster and more responsive
ways of warking, but overall growth in data usage
is limited by netwark constraints.
Data Public safety users benefit from Existing dedicated narrowband and wideband
enhances significantly greater situational networks will be insufficient to accommodate the
voice awareness at incident scenes, through  volumes of data traffic that wilt occur in everyday
sharing and exchange of a range of use. Commercial netwarks are not deployed to
data and images. Security of data meet the operational requirements for mission-
transfer becomes increasingly critical data applications, such as secure data
significant, which fimits the usefulness  transfer. nationwide coverage, guaranteed
of commercial networks to carry availability and control. This supports the need
sensitive data traffic. for a new generation of dedicated mobile
broadband network designed to meet the
operationat needs of mission critical data.
information Mobile officers and those in command  The need for data applications to be delivered
driven centres have access to a common aver networks that ensure high availability,
picture of incident operations, resilience and secure communication, and are as
facilitated by sharing of data, images reliable as existing TETRA/TETRAPOL voice
and other information. This improves networks, is increased as a resuit of the need to
decision making, responsiveness and  access a wider range of applications from
the ability of public safety officers to anywhere, at any time. Networks must be
work in crisis situations, as wel as to capable of mobile broadband information upload
respond to everyday incidents. and download. The need for a more extensive
Applications such as fingerprint range of mobile applications therefore requires
recognition, licence plate recognition, capacity enhancement, similar to the “data
and access to criminal records can alf  enhances voice” path, which will be beyond the
be conducted remotely, in real time. capability of existing dedicated netwarks.
Fult New ways of working are implemented  With the evolution in data and multimedia
multimedia across the public safety community. A applications, and the requirement for those
reliance new generation of situational applications to be available over a very wide area
awareness apptlications are used in {to make applications such as remote
daily respanse as well as for major telemedicine feasible), existing narrowband and
incidents. Public safety users are able  wideband networks will have insufficient capacity
to operate more efficiently, making and functionality o meet the requirements of this
better use of resources and reducing evolutionary path. Simitarly, there are timitations
unnecessary travel. Real-time video is  in use of commercial networks due to a lack of
widely used — for example, video calls  full geographic coverage, capacity and ability to
between mobile command and central  carry secure data. This evolutionary path
command units, reai time CCTV image therefore requires the development of a new
transfer, and remote medicine generation of dedicated mobile broadband
applications. networks to deliver more network capacity, higher
bitrates and a wider range of applications.
Figure 1.2: Impact of different paths on future network requirements {Source: Analysys Mason]
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1.3 Summary of options to meet public safety’s evolving requirements

It appears that the capabilities of existing natrowband and wideband dedicated mobile networks
currently used by the public safety sector will not be sufficient to meet future requirements under
three of these four evolution paths. The only evolution path that could be accommodated by
existing networks is the “steady growth™” path, However, this is not sustainable in the longer term
since there is already growing evidence of changes in working methods and trends within the
public safety sector that suggest that this path will not match future demands.

A summary of the four alternative evolution paths and their impact on network requirements is
provided in Figure 1.3 below.

Significant
increase
Usage
Little
change
Voice Broadband
dominated dominated
Broadband data reliance
Figure 1.3: The faur alfernative evolution paths and their impact on network requirements [Source:
Analysys Mason]

The four evolutionary paths indicate that a new generation of mobile broadband service is required
to accommodate the range of future data, image and multimedia applications that public safety
users will demand. The options for delivering this new generation of services are to make use of
upgraded commercial networks (e.g. using HSPA+/LTE technology, with network deployment
modified to meet the specific operational requirements of the public safety sector), or to develop a
new generation of dedicated mobile broadband networks for exclusive public safety use.
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While the new generation of data service could theoretically be delivered through upgrading and
re-engincering commercial networks, the reviewed documents suggest that this might not be
achievablc in practice, based on a number of reasons, which range from technical limitations
through to cost and commercial considerations.

In particular, there are a number of reasons why commercial operators might be unwilling to make
the necessary network changes to support public safety operational needs:

« the public safety sector requires very extensive geographic coverage as well as in-depth
coverage penetration inside buildings, irrespective of location, which does not match the
typical roll-out requirements of a commerciat network

s it is likely to be very expensive to re-engincer commercial networks to achieve all of the
public safety scctor’s operational requirements, and there are questions about whether
sufficient incentives exist for commercial operators to do this. For example, typically
requirements include the need for battery back-up to be available at thousands of base station
sites across the network, and for networks to be designed to cnsure that they arc highly
resilient (including overlapping coverage, standby power supplies and fallback sites) and that
no single *point of Tailure’ exists either in access or core networks

» there are questions about whether some of the public safety requirements are actually
achievable

s there is a question about whether the required Grade of Service for public safety use can be
guaranteed within a network shared with commercial users, particularly in times of very high
traffic loading

» there are conflicting views on whether signalling could be encrypted over the air interface in
3G/LTE

e ensuring the specific requirements for carriage of ‘restricted’ or ‘confidential’ documents
requires careful network planning and approvals, which is complex and costly to achieve

« it is not clear that networks can be dimensioned to achieve the required immediacy and
guaranteed access that publie safety requires.

In addition, the reviewed documents presented a further range of reasons why public safety users
have been reluctant to make more widespread use of existing commercial networks, and have

favoured the development of their own dedicated networks. These include the following.

e*° s analysys
e Mason




32

Public safety mobile broadband and spectrum needs | 7

Coverage Commercial operators typicatly invest in coverage where popuiations exist, and
capacity is designed to maximise revenue generation in those areas, with fittle
incentive to invest in areas of low-density poputation. Public safety, by contrast,
requires ubiquitous coverage across a country’s geography for everyday use,
irrespective of population densities.

Network design Re-engineering of commercial networks to meet public safety’s requirements
might be feasible in theory, but in practice would resuit in large parts of the
commercial network being heavily over-engineered. This is likely to be more
costly for the public sector to fund than a dedicated network provisioned to meet
the specific coverage and capacity needs of the public safety user based,
without having to provision for additional commercial traffic.

Sabotage There is a view that commercial networks might be more vulnerabie to
sabotage by criminals that dedicated networks are, if the network is known to
be used for public safety communications. Dedicated pubtic safety networks are
typicaily more guarded against sabotage through a range of specific measures
{e.g. vetted staff, secure fencing at sites, and networks designed to ensure no
single point of failure in the event of sabotage, etc.).

Rollout schedules There are precise requirements for the roll-out of public safety networks (e.g.
the need to align with police/fire/ambulance area boundaries), which do not
match typical commercial roli-out strategies.

Risks of shared use There are risks such as information security, quaiity of service and controi of
service level agreements if public safety users share networks with commercial
users, which previous experience suggests can be avoided through use of
dedicated networks under government control and supervision.

Reliance on commercial There is a reluctance for public bodies to be refiant on a fully commercial

operators operator, in view of the potential iack of control upon future network investment,
business plans and ﬁnancing*,

1.4 Conclusions

The study has found that, in line with societal trends evident within today’s Information Society, a
diverse range of data, imaging and multimedia applications are in demand within the public safety
sector, Demand for access to a wider range of information is being driven by changes in working
practices, which is creating requirements for access to a far wider range of data sources (textual,
images and video) that is typical in commercial mobile networks. Sharing of various data types
(textual, images, video, etc.) is being used in order to establish and maintain a common operational
picture between agencies and between field and central command staff. This is being used to
improve responsiveness, aid the deployment of resources, and improve timeliness and decision
making in daily public safety operations and when responding to major planned or unplanned
events.

Three of the four evolutionary paths developed for this study iilustrate the public safety sector’s
need for a next generation of mobile broadband network to deliver the range of applications that
are envisaged in the future. As there is a limit to the range and volume of data and multimedia
applications that existing dedicated narrowband and wideband networks, and existing commercial

! This is referenced, for exampie, in ETS! TR 102 628 (SRD on additional spectrum requirements for future PSS wireless communication
systems in the UHF {requency range, which refers to specific conditions in place in a number of European countries

1638594
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networks, can provide, if a new generation of mobile broadband network is not made available,
some new applications cannot be delivered. Ultimately, this will affect how already emerging
changes to ways of working within the public safety might evolve, and, in the longer term,
constrain the further development of the sector.

A new generation of services could in theory be delivered using an upgraded commercial network,
with the deployment of the nctwork engincered to meet specific public safety requirements.
However, as explained in Section 6.2, this option does not appear to be achievable in practice. The
only other option is to encourage industry to develop a new generation of mobile broadband
networks for dedicated public safety use. To enable the industry to dcvote the nccessary
investment to develop new dedicated networks, therc is a need for additional spectrum to be
identified, sincc existing bands are alrcady fully utilised by existing dedicated public safety
systems. It should be noted that identifying suitable spectrum is on the “critical path” to support
development of a new generation of dedicated mission critical mobilc broadband solution, because
of the timescales associated with identifying suitable spectrum.

This additional spectrum demand is based upon the combination of the various factors identified
throughout this report, specifically:

e trends in the range of data and multimedia applications in demand within the public safety
sector

s potential increase in user densitics and intensity of use for data applications

e specific traffic characteristics of public safety opcrations (c.g. network-centric ways of
working)

o the infrastructure and technical requircments to mect the operational requirements of the
public safety community (e.g. availability, sccurity, reliability, latency), and limitations in use
of commcreial networks to deliver these.

Given the cost of deploying new networks, access to spectrum in bands befow 1GHz will ensure
maximum commonality with existing dedicated networks deployed in the 380-385/390-395MHz
bands, facilitate re-use of assets where possible (e.g. radio sites). Use of spectrum above 1GHz
(e.g. bands around 2 GHz) might be feasible but would incur significantly higher roll-out eosts
compared to that below 1GHz, raising questions at national government level as to whether and
how the additional costs can be funded.

Bascd on the reviewed documents, the European dimension to the public safety spectrum
requirement is important for a number of reasons:

o the public safety sector is a niche market and therefore benefits from the identification of
harmonised spectrum cven more than commercial mobile systems (e.g. GSM or UMTS),

because of the smalier user base and resuiting lower volumes of cquipment and terminals

« even if commercial solutions are adapted to meet specific requirements of a niche sector such
as public safety, there are still costs involved in the neccssary modifications, and therefore
harmonised spectrum availability is key to ensure that manufacturers arc able to develop
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products for a European market. An example of the re-engineering of existing commercial
standards to meet niche requirements is that of GSM-R (the railways version of GSM) —~
although the GSM standard is supported by all major vendors around the world, GSM-R
equipment is supplied by relatively few and the availability of harmonised spectrum for the
product has therefore been important to reduce costs

« interoperability is an increasingly important requirement within the public safety sector, both
to communicate between different public safety authorities within a country, and to
communicate across borders. This is evidenced by a number of the documents reviewed for
this study.

The lack of available spectrum is thercfore a significant barrier to the further development of
mobile communications capabilities tailored to meet public safety requircments, until such time as

a new, harmonised band can be identified at a European fevel.
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2 Introduction

This report has been prepared by Analysys Mason Limited (*Analysys Mason’) on behalf of the
TETRA Association, to present the results of a study to review the future nceds and requircments
for mobile data and multimedia applications within tbe public safety sector.

For the purposes of this report, the term ‘public safety” is assumed to comprise primarily police,
fire and ambulance services, although the requirements are also considered to be applicablc in a
wider Public Protection and Disaster Relief (PPDR) context.

The public safety sector uses a variety of communications networks at present, including a range
of fixed voice and data systems within headquarters (HQ), and digital mobile networks while on
the mave. The majority of public safety uscrs in Europe usc dedicated radio networks for their
mobile communications that have been designed specifically to meet their needs, typically using
TETRA or TETRAPOL digital mobile communications technologies and operating in spectrum in
the 380-400 MHz band.? This is the frequency band identificd at a European level for digital
public safety communications as a result of ERC/DEC/{96)01 and subscquent decisions.

While the public safety sector has traditionally relied on voice communication as its primary
means of communication at incidents, making particular usc of group calls, as well as Direct Mode
Operation (DMO) and air to ground voice communications, the requirements for access to a range
of mobile data applications have evolved over rccent ycars and are now considered to be an
essential part of the public safety sector’s mobile communications. This is cvidenced, for example,
by the dependency on applications such as automatic number plate recognition (ANPR) and access
to various databases by police while on the move.

The public safety sector currently has two options to address the use of a wider range of data
applications:

e 10 upgrade cxisting narrowband networks to provide a wideband overlay (c.g. TEDS),
providing wideband data capability

e to continuc to make use of existing dedicated networks for mission critical voice and low
speed data, and use commercial networks to deliver higher bandwidth, non-mission-critical®
data.

In many countries in Eurape, public safety users also make use of existing commercial networks (e.g. GPRS or 3G} in addition to
dedicated TETRA/TETRAPOL networks. Commercial netwarks are often used for the provision of additionat vehicle and handheld
data services, typically of a non-mission critical nature. This is because commercial netwarks are not designed to meet the specific
functionat requirements for mission-critical public safety communications, which requires very high levels of network avaitahility, low
latency, very wide area coverage and various levels of security and encryption,

“Mission-critical” refers to a service or information for which failure to deliver, disruption or detay is not tolerable in view of its impact
on public safety operations.
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However, neither of these options is envisaged to meet public safety requirements in the future,
since there is a need for a mobile broadband solution that can deliver mission critical high speed
data, requiring a network that is designed to meet the specific operational requirements of the
public safety sector. Underpinning support for the development of a next-generation of mission
critical mobile broadband solution is the identification of suitable spectrum to deploy future
systems. This is required because the existing spectrum available for public safety mobile
communications is already fully deployed to accommodate today’s narrowband and wideband
networks.

The TETRA Association has thercfore commissioned this study to provide an assessment of future
public safety user needs, which will determine future spectrum requirements. Since much of the
required information on future public safety needs exists in a range of documents and reports that
have been published in Europe over the past few ycars, the scope of this study has not becn to
conduct new rcsearch into potential future user requirements, but rather to summarise the

requirements that are already known to exist through a review of the existing documents.
The remainder of this document is laid out as follows:

o Section 3 describes our overall approach to the study.

« Section 4 reviews the current and future requirements and needs of the public safety sector

« Section 5 considers alternative trends of how public safety needs might evolve

* Section 6 presents the results of our analysis, in terms of options to meet futurc public safety
requirements

» Section 7 presents our conclusions from the study.
The report includes a number of annexes containing supplementary material:

e Annex A provides a list of the acronyms used in this document
s Anncx B provides the list of documents that have been reviewed as part of this study

»  Annex C includes a summary of our review of each document.
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3 Approach to the study

The overall approach to the study is summarised in Figure 3.1 and a brief description of each task
is provided below.

Report summarising.
* dentified fu

Figure 3.1: Approach to study {Source: Analysys Mason]

Research and document review

In this task, a wide selection of documents from a range of public-domain sources (listed in Annex
B) were reviewed and used to provide an overall assessment of public safety user nceds, and the
associated benefits from use of dedicated maobile broadband networks to meet those needs. A

summary of the findings from this document review is provided in Annex C.

An objective of this task was to review the forecast demand for data and multimedia applications
as presented in the range of existing documents recommended by the TETRA Association for
inclusion in this study, including assumptions on requircinents for dedicated networks and the
benefits of using dedicated networks compared to a shared network.

Development of alternative evolution paths

The first aim of this task was to identify which applications are considered to be driving demand
for a new generation of mobile broadband networks for public safety use. This was achicved by
summarising the range of applications that were presented in the reviewed documents and

grouping them into similar application types.

The second aim of this task was to develop a series of altemative trends for the development of
public safety user needs, illustrating how usage might evolve under different alternative views of
the future. Four alternative evolution paths were developed, ranging from a steady-growth base
case (i.e. continued and slightly increased use of existing applications) to a much greater reliance

on a range of traffic types {voice, data and media) within mission-critical environments.
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Comparison of options to meel future requirenents

In this task, the options available to the public safety sector for providing mobile broadband
services were summarised. In addition, the limitations of existing dedicated networks and existing
commercial networks to deliver the range of requirements illustrated by the altemative evolution
paths were identified, and the public safety user requirements that a new generation of mobile
broadband network need to meet were considered.

Report summarising identified future needs

The results of the analysis are contained in the remainder of this report, which forms the main
deliverable from the study.
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Summary of applications and user requirements

Current and envisaged future mobile applications

Based on an assessment of the currently used applications within the public safety scctor, along
with those envisaged to be used in the future, it is apparent that public safety mobile
communications have traditionally been voice-based, but there is a trend towards using a range of
data applications alongside traditional voice applications to enhance communications.

Traditional voice services arc widely used for mission-critical mobile communications, and often
used in a ‘network-centric' fashion®, evidenced by the widespread usc of group calls. Various
documents® indicate that the requirement for these services will likely continue to exist. The range

of voice services that public safety users rely on includes:

s group calls

« cncrypted individual and group calls, with authentication

» individual calls to command centre PABX and/or public telephone networks

» direct mode opcration between terminals (i.c. terminal-to-terminal communication, without a
network)

e cmergency calls

e air-to-ground communications,

It is now apparent that a range of data, image and video applications are emerging alongside these
traditional voice services, and there is an increasing demand for these data-based applications to be
used alongside voice for mission-critical communications, in many cases in a similar ‘network-

centric’ manner to voice.®

Examples of emerging applications are described in Figure 4.1 below.

“Network-centric™ refers to sharing of information between people and devices in a many-to-many {group} configuration, as is often
used within the public safety sector,

For exampie, as refetred to in results of TETRA Association TEDS workshop. 2007,
For example, personalised data is being shared amongst different users at an incident scene, which can offer benefits such as

improving the situational awareness of officers at a scene. Thete is also a trend towards mobile offices, and mobile command and
conirof.
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Application Description

Mobile office Access to mail and intranets, transmission of incident reports from an incident
scene or remote {ocation, etc.

Transfer of images A very wide range of image requirements, inciuding high quality images of

Biometric data

Automatic number plate
recognition

Digitai mapping and
focation services

Remote database access

Personnel monitoring

Sensor devices/networks

Remotely controfied
devices

damage within buildings, detailed buiidings plans, photographs of potentiat
criminals, personal recognition systems {e.g. facial, ins}, images of lost
children, injuries at incident scenes and other incident-related images required
for subsequent evidential purposes.

A greater range of personal recognition systems including fingerprint, facial
and inis recognition of potential criminals by officers on patrotfiing duty, and
transfer of this information in real ime to HQ/command centres to be checked
against biometric records. This improves the efficiency of the potential
identification of criminais.

A camera captures licence plate details and transmits the image back to HQ/
controf cenire. This is an application that has emerged in widespread use in a
number of countries over the past few years, and its use is expected to
continue. Transferring the image back to HQ/command centre enables officers
to verify whether the vehicle is stolen, or involved in a crime or other offences.
in future, this application could be extended so that image capture and
checking against information contained within police databases could be
conducted entirely by officers while on patroliing duties, in real time.

Tracking of vehicles or peopie, precise geographic positioning {e.g. similar fo
applications that are provided on commercial mobile handsets to enable
navigation and identification of nearest iocation of interest).

Remote database checks of various types, used increasingly within the pubtic
safety sector to retrieve information from databases stored in HQ/command
centres by offices on patrof or at incidents. Qther databases that could be
accessed in real time to supporl incident response include the Fire Service
‘Gazetteer’.

Monitoring of public safety officers in real-time to monitor health conditions
while responding to incidents {e.qg. fire fighters within a building, or officers
involves in search and rescue operations). Other applications might include
perimeter monitoring {e.g. of people entering/leaving an incident scene),
vehicle or personal alarms, or tracking the location of an assigned individual
for general personnei management purposes as well as in the event of an
emergency.

Sensor networks deployed in specific incident areas, used to coliect data or
images within the area for onward transmission back to HQ/command centres
{e.g. collection of thermal imaging from inside buildings reporting on the state
of fire or other damage). Fixed or mobile sensors used to record data and
images in real time (including images in a video-streaming format), which
could then be distributed to other officers at the same incident (e.g. via a
sensor network at the incident scene), or back to HQ/command centres. This
enables officers in the command centre to have access to the same images as
the officers at the incident, enabling real-time decision-making.

Robotics devices, used to record images within badly damaged buildings that
are too unstable for officers to enter, ar to operate within explosive areas or in
underwater searches. Other applications include remotely tuming on or off
surveillance microphones or surveiflance cameras {including remotely aiming
or pointing the camera), and activating and de-activating alarms. Various
telemetry systems also in use or envisaged within a range of public safety
usage scenarios include control of moving fixed assets {e.g. vehicies,
equipment in hospitals, etc.}.
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Non-real-time video Capture of video streams at the scene of an incident, which are then stored
{e.g. in a vehicle) and downloaded when the vehicle returns to HQ. Couid also
refer to slow-scan video used to gauge activity at an incident scene, but which
is not of sufficient quality to be used as evidence or to support real-time
decision-making.

Real-time video Real-time video surveitiance from fixed cameras permanently located along
streets and in buildings or from portable cameras mounted on vehicles. Other
applications include transmission of video from field officers to command
centres, and vice versa, and uses within the health sector, such as remote
medical services {e.g. treating patients in rural areas using video calls
between the patient's home and the health centre} or treatment of casuaities
at an incident using real-time transfer of images between responders at the
incident area and doctors in hospitais who are able to provide guidance on
remote treatment at the incident scene or while the patient is in an ambulance
being transported to hospital.

Figure 4.1: Summary of the range of current and future public safely mobile data and multimedia

applications [Source: Analysys Mason]

The increase in data, image and video applications is driving, and will continue to drive, demand

for greater bandwidth and increased functionality from public safety mobile networks.

A summary of the range of applications that are in current use within the public safety sector,
along with their approximate intensity of use {on a scale of high to low use), is provided in the
ERO summary of responses to its questionnaire on public safety and disaster relief produced for
CEPT FM PT38, as reproduced in Figure 4.2 below.

...'-‘
& analysys
& Mason
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Intensity of use Application

High Geo-location identification {of vehicles and people)
Database query/access
Short data/messaging
Direct mode communication
image/video/map/pian/photo transfer
Medium Group calls
PSTN calls
Air-to~-ground communications
Command and controf (dispaich)
Data from ambulance to hospital
Emergency call
Low WAP queries
Email and mobile office
Calls toffrom PSTN and office PABX
Tracking {e.g. RFID}
Priority call/access
Trunked operations
Fire applications
Video calls

Radio paging

Figure 4.2: Summary of applications in CEPT WG FM38 survey response [Source: ERO]

A similar range of applications is identified in other documents, such as the ETSI Technical
Specification (TS) on requirements for communications between authorities/organizations during
emergencies (ETST TS 102 181). This document also includes a different range of applications,
which have been defined in terms of their impact on network throughput, timeliness (i.e. latency)
and robustness. This is reproduced in Figure 4.3 below.

Service Throughput Timeliness Robustness
Email Medium Low Low
imaging High Low Variable
Digital mapping/GiS High Varable Variable
Location services Low High High
Video (real time} High High Low
Video {slow scan) Medium Low Low
Remote database Variable Variable High
access
Datahase replication High Low High
Personnel monitoring Low High High
Figure 4.3: Data services table from ETSt TS 102 181 [Source: ETSI]
.
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Usage scenarios

Various documents’ include a number of detailed usage scenarios within the public safety sector,
which illustrate the range of applications that might be used within daily operations, or to respond
to specific incident types. A summary of usage scenarios contained within the reviewed documents

is provided in Figure 4.4 below.

Qperational scenarios are described in a range of documents including references 9 (Mesa), 11 (WiK}), 13 {Euler) and 17 {Safecom}

- see Annex B.
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All of the above examples suggest that future public safcty operations will rely on the availability
of multipic data, imaging and video applications as well as voice, and demonstrate the neccssity
for applications to be supported within a single network, to ensure interoperability between
different public safety authorities/organisations involved in the response of a specific incident.

4.2 Operational requirements essential to public safety mobile communications

Public safety networks have features that are distinct from those of commercial networks, as they
need to be able to support mission-critical applications that have unique technical and operational
requirements such as extensive coverage, capacity, reliability, immediacy of communications,
security, redundancy and resilience. Other requirements also include the ability to support
non-voice applications (in real time and non real time), intcroperability within the organisation, as

well as other cmergency services, and cross-border communications.

The documents and reports that were reviewed make reference to a number of these operational

requirements, as summarised in Figure 4.5 below,

Reguirement Summary

Availahility Availability in time is specified as three or four ‘nines of availability’ {(e.g. 99.98% or better
at all times) for some users. Others specify different requirements for different times, such
as 99.9% per year, 99.7% per month and 99% per 24 hours (e.g. as referenced in CEPT
FM38 questionnaire response on PPDR from the Denmark administration). This high
degree of availability includes access to networks in ali areas at alf times {including under
very high traffic loading conditions during which it may be necessary to reserve capacity
for specific incident responders).

Control A high degree of network control is required {e.g. to enable prioritised access or reserved
capacity to be guaranteed when required) ®. Control requirements also include the ability
to queue traffic, and to manage queuing conditions and update these in reai time.

Coverage Public safety network coverage requirements differ from those of commercial networks,
which are typically designed to cover areas where populations live {and therefore may
provide near-100% population coverage, but do not provide the same level of geographic
coverage}. The public safety sector, by contrast, requires much wider geographic
coverage, and the availabifity of the same set of applications across all geographies.
Coverage must also be consistent with typical organisationat boundaries within the
various public safety services. Coverage requirements are specified as, for example,
99.5% {outdoor mobite), 65% or better (indoor mobile}, 99.9% (air to ground).” Another
document from a UK agency refers to at least 99% of the landmass of Great Britain
needing to be covered {including offshore islands).7

Security Security requirements are guided by national security and accreditation requirements,
which vary in different countries. TETRA provides different layers of encryption including
aver-the-air and end-to-end (better than 80-bit encryption is referred to in documents we
have reviewed). Other security features include two-way authentication.

Low tatency There are requirements for very short call set-up times and for limited end-to-end voice /

data transmission delay (for mission-critical applications). One document refers to end-to-
end voice delay being no more than 200 milliseconds.’

8

E.g. referenced in various replies to the ERO questionnaire on PPDR on behalf of CEPT WGFM PT38 and in ETSI TR 102 628

For example, as referred te in various replies fo ERO questionnaire an PPDR of CEPT WGFM PT38
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interoperability There is an established need for different units within the public safety sector to
interoperate {e.g. police, fire and ambulance, and associated services), requiring each to
use the same technology. In addition, there is a growing awareness of the benefits of
cross-border interoperability between different public safety units operating in different
European countries.

Resilience Networks must be highly resilient and include various fayers of redundancy. Central
network switching must be fuily redundant, with geographically distributed switching.
interconnection between base stations must also be fully resifient and include back-up
lines between key base stations. Back-up power supplies are required at different leveis
— for some key sites, there is requirement for up to seven-day back-up in some
instances. Key base stations sites (i.e. a selected number of sites from within the overait
network) need to have faliback sites availabie in the event of failure of the primary site.

Ability to An integrated network solution providing support for transmission of mixed traffic types
support mixed {e.g. voice, data, images) is a requirement for public safety, in order to be able to use the
traffic {i.e. voice  same technology in alf environments (e.g. ranging from day-to-day emergency response
and data) to major ptanned incidents and major disasters/unplanned incidents).

Figure 4.5: Public safety mobile communications operational requiremenis [Source: Analysys Masan]

These essential operational requirements are unlikely to change in the future, and moving forward
a more diverse range network-centric requirements might be envisaged, based on increasing use of
sensors and sharing of information, images and video. In particular, the occurrence of various
major incidents around the world has reinforced the need for core operational requirements to be
maintained in current and future-generation of public safety networks.

While future commercial networks (e.g. LTE) may be able to offer the required range of data
services that are envisaged to support the usage scenarios described in Section 4.1, there will still
be challenges to ensure that the operational requirements of the public safety sector can be met,
particularly as commercial networks are typically optimised for financial retum on investment
rather than to deliver services across a wide geography (irrespective of population cenires), which
is what the public safety sector requires.

At present, commercial networks are not deployed to meet the core operational requirements for
public safety use for a number of other reasons:

e commercial coverage, even for GPRS, is typically not nationwide and is often limited inside
buildings

» 3G and LTE are likely to be deployed in ‘islands’ of coverage, rather than nationwide

« roli-out of sites will not be at a pace or geographically suited for a public safety network

» queued calls and the ability to control/configure queuing conditions is not provided

e there are no provisions in current standards for pre-emption capabilities or preferential
measures which would guarantee capaeity for public safety users in times of heavy traffic

» there are no provisions for two-way authentication or integral Direct Mode (i.e. terminal-to-
terminal capability)

¢ there are potential issues with transporting secure information over a shared public network,

both in relation to over-the-air conveyance and end-to-end encryption
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» redundant switching is required for public safety applications, which commercial networks do
not always guarantee

» no single point of failure must exist within the network

» high availability is not guaranteed (e.g. three or four nines of availability at all times is a
typical requirement for public safety applications)."

10

Availabifity in time is also specified as 99.9% per year, 99.7% per month and 99% per 24 hours in the Danigh response to the ERO
questionnaire on PPDR.
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Evolution of applications in the public safety sector

Trends in the use of mobile applications in the public safety sector

The public safety sector is following the same trends that are apparent within the wider society for
access to a wide range of information on the move, and sharing of knowledge and information.

This, and a number of other trends evident within the public safety sector, is driving demand for

mobile data requirements, as sununarised in Figure 5.1 below.

Changes to ways of working

Data enhancing voice

Information-driven operations

Greater awareness and use of

multimedia

Ways of working are changing within the public safety sector ~ for
example, there is a trend towards mobile command and control to
enhance the effectiveness and efficiency of incident response. This is
driving demand for simuitaneous access to a much wider range of
applications, which are being used in combination to respond to an
individual incident,

Public safety users are increasingly using data applications to enhance
the mission-critical voice communications that they rely on for daily use
and when managing planned and unplanned major events.

Usage scenarios for how public safety users work on a day-to-day basis
while out on patrol or away from command centres suggest that usage is
evolving towards greater sharing of information from a variety of sources
{voice, data and video). The overall purpose and objective of this way of
working is to establish common operating picture between alf public safety
agencies and between officers at incidents and those in HQ command
centres, thus improving situational awareness. This has many benefits
including better mobiiisation of field tearns, more timely response and
more accurate information available to support decisions on incident
response.

increasingly more daily routines are taking advantage of a mixture of
different traffic types (i.e. voice, data, images, video), which is supported
by the trends towards mobile field operations and mobile offices. This
requires access to the same range of applications while in the field as an
officer would have while in a command centre. Muitimedia applications
extend across different network types, from wide-area transmission across
field boundaries, through to local area transfer of incident-specific
information, to personal area networking and the coliection and transfer of
data collected by remote sensors and/or tracking devices.

Figure 5.1: Trends affecting public safety sector requirements {Source: Analysys Mason]

The reviewed documents indicate that the range of applications in demand within the public safety
sector is extending significantly beyond the ‘traditional’ core, group-call-based voice and data

applications that have been previously associated with the sector. Interactive multimedia services,

access to office applications while on the move, and a range of sensing, robotic and telemetry
applications are all in demand. In addition, over time it is expected that both the range and the
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intensity of use of different applications will increase. This requires much higher data speeds and
additional dedicated network capacity to be available, with applications being accessible through
handheld devices used indoors or outdoors, and to vehicle-based users.

5.2 Alternative evolutionary paths

To explore how demand for different applications might evolve over time, and the impact of this
evolution on network requirements (i.e. availability, speed and capacity), a series of alternative
evolutionary paths for the public safety market have been developed. These have been built based
upon the consensus regarding the range of applications that might be used within the public safety
sector in the future, as ascertained from the reviewed documents. This is illustrated in Figure 5.2
below, with the applications shown in comparison to their impact on network capacity
requirements {i.e. low to high capacity requirement) and their estimated stage of development (i.e.
available now or envisaged in next 35 years).

High impact

impact on
network
capacity
Low impact
‘Used today ‘ Envisaged for’futﬁ?é ’
Time to develop
Figure 5.2: Hiustration of how demand for multimedia appiications might evolve within the public

safety sector, and impact on network capacity [Source: Analysys Mason, vanous
documents’'}

Specifically, based on the envisaged range of applications in demand within the public safety
sector, and an estimation of the time necessary for them to develop into full operational use, we

i Nurmbers in brackets refer to documents listed in Annex B which make 1 the various ications il in this diagram.

-
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have developed four alternative views of how data and multimedia applications usage might
evolve.

These four evolutionary paths are summarised in Figure 5.3 and described in more detail below.

High
Q
D
o
w
=1
Low
Low High
Broadband data reliance
Figure 5.3: Four alternative evolution paths for use of data and multimedia applications within the

public safety sector [Source: Analysys Mason]

5.2.1 Steady growth

The “steady growth” path represents the base case for market evolution within the public safety
sector, under the assumption that there arc no major changes to requirements or significant
deviations from currently observed usage trends.

In this evolutionary path, there is a continuation of current usage patterns already evident within
the sector, with a wider range of data applications being used alongside group-based voice calls.
This combination of traffic types (i.e. voice and date) is evident both in daily operations and in
responses to major incidents, however, nission-critical communications continue to usc voice as
the main delivery method, using established networks. Data usage continues to grow, but at a slow
pace, constrained by lack of availability of dedicated, secure, data capacity that meets the public
safety sector’'s core operational requirements. The communications strategy is therefore to
continue to use the existing generation of dedicated TETRA network, upgraded to TEDS where
practical, alongside commercial networks that are used to carry non-mission-critical data.
However, it is unlikely that this strategy can be sustained indefinitely, given that the intensity of
data usage will inevitably increase in line with current trends (evidenced, for example, by the
significant increase in use of ANPR in recent years).

ety
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A summary of the implications of this evolutionary path is provided below.

Trend Continuation of existing trends with greater volumes of data use, but constrained by lack of
suitable networks to deliver mission-critical data in high volumes.

Quicome Minimal changes to existing operational practices, and limited scope to achieve greater
efficiencies and responsiveness through new ways of working.

Implications Public safety users will require longer-term retention of TETRA and TEDS networks to
meet voice, narrowband and wideband data functionally. This wilt constrain the
development of new working methods and use of a wider range of data and multimedia
applications. Limited additionai sector-wide benefits are gained through migration to better,
faster and more responsive ways of working, but overail growth in data usage is limited by
network constraints.

Figure 5.4; Summary of “steady growth” evolutionary path [Source: Analysys Mason]

5.2.2 Data enhances voice

A key driver of the market for public safety applications is the trend towards network-centricity in
data and multimedia operations. Similar to when using group-based voice calls, public safety users
have a requirement to share data and multimedia applications on a many-to-many basis in order to
ensure that everyone involved in a specific incident response is fully briefed on all information and
decision making is undertaken accordingly. This manifests in the increasing demand for use of
data to improve situational awareness, gained from a mixture of telemetry, sensor and video
applications.

The “data enhances voice™ path represents this trend of demand for access to data in combination
with voice, used in a network-centric way. This path can therefore be summarised as being an
extension of the current trends for greater access to data applications being used alongside voice,
but with data applications becoming increasingly essential to mission-critical responsiveness. Over
time, it is expected that a gradual reduction in group-based voice calls will occur as more and more
communication takes place via transfer of data and images.

A summary of the implications of this evolutionary path is provided below.
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Trend Data is used alongside voice to enhance flow of information occurring in daily public safety
activities and for incident response. Widespread adoption of data applications means that
the capacity available on existing dedicated TETRA/TEDS networks is not sufficient to
carry the data traffic that will be generated.

Qutcome Public safety users benefit from significantly greater situational awareness at incident
scenes, through sharing and exchange of a range of data and images. Security of data
transfer becomes increasingly significant, which limits the usefuiness of commercial
networks to carry sensitive data traffic.

Implications Existing dedicated narrowband and wideband networks are not sufficient to accommodate
the volumes of data traffic that will occur in everyday use. Commercial networks are not
able to deliver the required functionality to accommodate secure data transfer, or the
capacity or coverage to achieve the necessary network-centric ways of working. This
supports the need for a new generation of dedicated mobile broadband networks.

Figure 5.5: Summary of “data enhances voice” evolutionary path [Source: Analysys Mason]

5.2.3 Information driven

There is consensus amongst various reviewed documents that there is trend towards mobile
command and control — in other words, enhancing traditional HQ-based command centres with
mobile command centres that are set up to respond to specific events on a daily basis, or set up to
assist the smooth operation of major planned events {(e.g. New Years Eve celebrations, major
sporting events, etc.). This drives demand to establish a common operating picture between the
venue/incident and central control rooms, achieved through sharing of various information (voice,
images, video). In addition, knowledge-based working requires public safety ofticers to have
access to the full range of applications available to them in the office, whilst in vehicles or on the
move.

Thesc applications could be accessed using hand-held devices or through vehicle-based devices.
Users will requirc immediate access to information stored in databases in order to manage
command and control from the incident scene. The direction of data is both uplink (in order to
transmit various images, data and vidco from the scenc of incidents to central command) and
downlink (e.g. from command centre to the incident scene, to assign resources or respond to
information requests). There will also be a greater demand for mobile office applications to
complete incident reports remotely rather than upon returning to HQ/command centres. As with

)

the “data enhances voice” cvolution path, there will be a greater demand for access to a wider
range of data and imaging applications to cnhance situational awareness and responsiveness. This
will include sensory devices to gather information on conditions of buildings and people, and the
ability to exchange this information wirelessly between different ineident responders. Greater
volumes of mission-critical data traffic will therefore emerge, which cannot be delivered by

commetcial networks operating on a ‘best efforts” basis.™

‘Best efforts” in this context refers to data that can tolerate delay or interruption, i.e. is non-mission-critical
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As with the “data enhances voice” evolution path, the “information driven” path will generate data
volumes that will exceed the capabilities of existing dedicated narrowband and wideband
networks, and require a new generation of dedicated mobile broadband networks.

A summary of the implications of this evolutionary path is provided below.

Trend There is a demand for access to the same range of applications in the field as those
available at HQ/command and control. This includes widespread use of mobite office
applications, as well as remote access to databases and ability to view, replicate and
update information in real time,

Outcome Mobile officers and those in command centres have access to a common range of
situational pictures, data and other information. This improves responsiveness and the
ability for public safety officers to work in crisis situations, as well as to respond to
everyday incidents. Applications such as fingerprint recognition, licence plate recognition,
and access to criminal records can all be conducted remotely, in reat time.

tmplications The need for data applications to be delivered over networks that ensure high availability,
resilience and secure communication, and are as reliable as existing TETRA voice
networks, is increased as a resuit of the demand to access a wider range of applications
from anywhere, at any time. The need for a more extensive range of mobite applications
therefore requires capacity enhancement, simifar to the “data enhances voice” path, which
is beyond the capability of existing TETRA and TEDS networks.

Figure 5.6: Summary of “information driven” evolutionary path [Source: Analysys Mason}

5.2.4 Full multimedia reliance

In the “full multimedia reliance” path, there is a dramatic increase in both the range and intensity
of use of new and innovative data and multimedia applications, including video streaming which is
necessary for real-time interactive services such as telemedicine, 3D video forensics and
high-quality evidential facial recognition applications. Public safety users start to make significant
use of video applications alongside voice and data, driving demand for a wide range of
applications to be made available over a common network interface to aid interoperability. Similar
to the ““data enhances voice” scenario, there is a widespread take-up of a range of data applications
used in a network-centric manner. Alongside this, however, video streaming is used to further
improve situational awareness at incidents and to enable a common operating picture to be
established (e.g. through use of video conference calls, live CCTV video footage streaming, etc.).
Future applications such as telemedicine are rolied out to improve access to medical services in
rural areas. This requires access to a mobile broadband network covering a wide geographic area
in order to reach the remotest areas, since the public safety organisations cannot control where
unplanned incidents occur. New ways of working fully evolve so that there is substantially less
reliance on HQ/command centres to store, retrieve and deliver inforation, since users are able to
access a full range of applications while on the move.
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As with the “data enhances voice” and the “information driven™ paths, this evolutionary path will
generate data volumes that will exceed the capabilities of existing dedicated narrowband and
widceband networks, and require a new generation of dedicated mobile broadband networks.

A summary of the implications of this evolutionary path is provided below.

Trend There is full reliance upon a wide range of traffic types (voice, data, video) in order to
respond to new ways of working, and roli-out of new services stch as remote telemedicine
and 3D forensics. There is widespread take-up of a wide range of mobile data applications
similar to the other evolution paths, alongside new muftimedia applications.

Qufcome New ways of working are imptemented across the public safety community and users are
no longer constrained by having to return to HQ/command centres to complete certain
tasks. A new generation of situational awareness applications are used in daily response
as well as for major incidents. Public safety users are able {o operate more efficiently,
making better use of resources and reducing unnecessary travet.

implications With the evolution in data and multimedia applications, and the requirement for those
applications to be available over a very wide area {to make applications such as remote
telernedicine feasible), existing narrowband and wideband networks have insufficient
capacity and functionality to meet the requirements of this evolutionary path. Similarly,
there are limitations in use of commercial networks due to a fack of full geographic
coverage, capacity and ability to carry secure data. This evoiutionary path therefore
requires the development of a new generation of dedicated mobite broadband networks to
deliver mare network capacity, higher bitrates and a wider range of applications.

Figure 5.7: Summary of full multimedia refiance evolutionary path [Source: Analysys Mason]

5.3 Mapping of applications to the four alternative evolutionary paths

The range of applications detailed in the various documents reviewed for this study have been
mapped to the four alternative evolution paths as described above, in order to provide examples of
how the use and range of applications might develop across the different evolution paths.

This mapping is summarised in Figure 5.8 below. Note that the numbers in brackets indicate
references to the documents listed in Annex B. It should also be noted that since voice
requirements are assumed to remain constant across ali of the four evolutionary paths, voice is not
included in the mapping table, although it is assumed to remain as an cssential requirement for
public safety operations.
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6 Options to meet public safety’s evolving requirements

6.1 Options to provide mobile broadband services to the public safety sector

As demonstrated in the previous sections, the various documents reviewed for this study indicate a
general consensus that a wide range of data and multimedia applications will be required to meet
future user demands within the public safety sector. The four alternative evolutionary paths
developed for this study illustrate how demand for those applications might evolve over time, in
line with changes to ways of working that are alrcady evident with the public safety sector, such as
a greater demand for mobile working, and increasing sharing of information to establish a common
operating picture, often requiring upload of significant volumes of data of different types {e.g.
images, vidco).

The options available to the public safety sector to deliver the envisaged range of applications
under the different cvolution paths are as follows:

» continue to use the existing generation of dcdicated networks, and upgrade those to deliver
wide band functionality (e.g. using TEDS).

* continue to use existing narrowband and wideband networks, and use existing cominercial
networks to provide additional, non-mission critical, data services

s develop a new generation of mission-critical mobile broadband network solution, either by
developing a new gencration of dedicated mobile broadband network or by upgrading existing
commercial networks (e.g. based on HSPA+/LTE} and cngineering their deployment to deliver
the required public safety operational requirements of availability, coverage, security and
control.

From our analysis, it is clear that, with the exception of the “steady growth” path, each of the other
evolution paths will require additional high-bitrate data and multimedia applications beyond the
capabilities of existing dedicated narrowband and wideband networks. Similarly, current
commercial networks will not be able to support the range of envisaged applications, and in any
case will not, as current deployed, meet the operational requirements of the public safety scctor in
terms of wide area coverage, security, resilience, control and availability.

There is growing cvidence of the need for public safety to access multiple data applications
simultancously in order to establish a common operating picture, which requires usc of a common
infrastructure to avoid the need for muiltiple handsets and solutions. This is particularly true in the
case of responding to major incidents, which require much more intensive usc of a wider range of
applications but using the same equipment and networks that are used in daily public safety
operations. The combination of existing dedicated networks and existing commercial networks
does not mect these requirements.
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The advancement of network functionality requirements in line with the alternative evolution paths
developed for this study is summarised below.

Significan
increase

Usage

Voice Broadband
dominated dominated

Broadband data reliance

Figure 6.1: The four alternative evoclution paths and their impact on network requirements [Source:

Analysys Mason]

As described in Section 5.2, it appears that the “stcady growth” path cannot be sustained
indefinitely, given that the intensity of data usage is already increasing in line with current trends
(evidenced, for example, by the significant increase in use of ANPR in recent years). This suggests
that the only feasible option to meet the future evolution of public safety user requirements is to
develop a new generation of mobile broadband network.

This conclusion is further evidenced by the range of usage scenarios that various documents
envisaged within the public safety sector, as described in Section 4.1. The range of applications in
concurrent use within these different usage scenarios demeonstrates that, without a new generation
of mobile broadband service being available, the full range of applications within the various
scenarios will not be available in practice. This is summarised in Figure 6.2 below.
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6.2 Limitations of upgrading commercial networks for future public safety services

As indicated in the section above, new mobile broadband services to meet future public safety user
requirements could, in theory, be provided by upgrading commercial networks and engincering the
deployment of these to achieve the specific operational requirements of the public safety seetor.
However, the consensus of the various reviewed documents is that there are a number of critical
limitations inherent in using commercial networks for public safety applications, due to the core
operational requirements that public safety communications need to mect.

While in theory it might be possible to upgrade and engineer commercial networks to meet these
operational requircments (i.e. build ncw, shared, LTE networks that are engineered to meet both
public safcty and commercial user requirements), the balance of evidence in the reviewed
documents suggests that this will be unachicvable in practice. In particular, there are a number of
reasons why commercial operators might be unwilling to make the necessary network changes to
support public safety operational nceds:

« the public safety scctor requires very cxtensive geographic coverage as well as in-depth
coverage penetration inside buildings, irrespeetive of location, which docs not match the
typical roli-out requirements of a commercial network

e it is likely to be very expensive to re-cngineer commercial networks to achieve all of the
public safety sector’s operational requirements, and therc are guestions about whether
sufficient incentives exist for commercial operators to do this. For example, typically
requircments inciude the need for battery back-up to be available at thousands of basc station
sites across the nctwork, and for networks to bc designed to ensure that no single *point of
failure” exists either in access or core networks

e cven if re-engineering costs are borne by the public sector, there is a risk that the resulting
network will then be over-provisioned for commercial use. As such, commercial operators
might find themselves having to pass additional costs (c.g. for the ongoing operation and
maintenance of the network) on to commercial user tariffs, which is not viable given the
competitive nature of the commercial mobile market. As such, commcreial opcrators may not
be willing to take on such requirements, given the potential risk to their commercial business

e there are questions about whether some of the public safety rcquirements are actually
achievable. For example, to obtain the necessary layers of redundancy and prioritised access to
capacity in urban areas might not be possible (sincc demand for capacity will also be high
from commercial users, and hence reserving capacity specifically for public safety users might
not be viable)"”

Furthermore, if the public users of the natwork know that in times of a ocal emergency they will lase the network services, this
creates a disincentive for users to subscribe to that network, a risk that commercial operators are unlikely to take an.
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¢ there is a question about whether the required Grade of Service for public safety use can be
guaranteed within a network shared with commercial users, particularly in times of very high
traffic loading

« there are conflicting views on whether signalling could be encrypted over the air interface in
3G/LTE

s ensuring the specific requirements for carriage of ‘restricted’ or ‘confidential’ documents
requires careful network planning and approvals, which is complex and costly to achieve

» in conditions of local or national emergency, publie networks typieally become overloaded as
the normal customer base secks to communicate at the same time, and it is not clear that
networks can be dimensioned to achieve the required immediacy and guaranteed access that
public safety requires.

A further range of reasons why public safety users have been retuctant to make more widespread
use of existing eommercial networks, and have favoured the development of their own dedicated
networks, are included in the various documents we have reviewed for this study. These include
the points sammarise